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Research Overview
I am a security Researcher at Microsoft Research Asia. My current research lies at the interse�ion
of IoT security, cyber security and network measurements. My work focus on using a data-driven
approach to 
udy threats, weakness and abuse on network/IoT devices at global scale. And to
propose new methods or build tools to secure exposed network/IoT devices that help to defend
the Internet’s core infra
ru�ure, guide the design and deployment of widely-used sy
ems.

Positions
- Researcher, Microsoft Research Asia, July - present

- Po
doc, Microsoft Research Asia, July - present

Education
- Ph.D. in Computer Network, In
itute of Information Engineering,CAS, UCAS, July .
Advisor: Prof. Limin Sun

- Visiting scholar in Indiana University Bloomington, Sep  - Sep .
Advisor: Prof. XiaoFeng Wang

- B.S. in Telecommunications Engineering, Xidian University, July 

Honors and Awards
- rd Place of CSAW’ Applied Research Competition, 

- Out
anding paper award in IIE-UCAS, 

- Zhu-Li-Yuehua Out
anding Do�oral Scholarship of UCAS, 

- Dean’s award of excellence of UCAS, 

- National Scholarship,  and 

- Out
anding graduates of Xidian University, 

- The fir
-class scholarship of Xidian University, -

- Fir
 prize of Shaanxi Division of National Undergraduate Ele�ronic Design Conte
, 

Research Proje�s
- National Natural Science Foundation,-

Research on indu
rial control sy
ems: discovering and under
anding devices chara�eri
ic

- State Key Development Program of Basic Research, -
IoT device fingerprinting: extra�ing device information and profile it using fingerprint

- Undergraduate Ele�ronic Design Conte
, -
Design/implement the hardware and software and won fir
 prize in Shaanxi Division
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